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Usage Risk

Factors:
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Cisco Secure Client ID 5244ccad-c21e-436f-b361

VAR s FFIAARFYIIRY QER O EEQRT
0 3¢ mmom (o x2vv. | [0 ow. [ w sn—croBw.. ||« cxssorooaiou [T ar ]

GOFERTIXI ML, [FIa 127y IuET,

I RRA > -~ DRERE X

Frotil %
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2. Secure Endpoint COFENEEEDE (DDE)
GREtHEIEUVES.. RO E1—-9mEIRL. [FREEOZE1E I0IUvILET,

V¥ 58 4 )L—7 "Protect; FIM®Demo_AMP

> 22 R

RANE Demo_AMP TN—7 Protect
ARL—F a2 VAT .

" T Windows 10 (EJL K 19044.1466) Y z— Protect
ARGIN—=Tay T 8.4.4.30419 + #9vO—KURLEXTRT 3 AERIP 1
> +—ILB 2025-02- HEEIP 5
axZ#@OGUID 07ff74c3 '33d BRHRORERER 2
ZO0tv#ID 6a50b8d BPE&/—¥Yay @ %
BPELOBRKREHN Cisco Secure ClientID %L

NARYE P FRAANIIzIMY Q2K O TEORT

=L
e w2 maont |l 2zvo. || v om. |[wsn—srosm.. || & 0xss07 vz

@ERTIAI ML, (B 127y IuET .,

I RRA > bOFEEE X

=B N

h @
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TFIFIIRIRA> b

N

=

TFEMERNHSNZHZE. NYIVHI(IIV AR TWSIHENHDET .

T2 M IRUVWVLEENTRRENS
2URIDOY A MIFTRENS

I35 -z, NIR=IHENDOI TV
v NREHEL. SEZSEENMIND

EH L (GREZERITIAVE-IHFRREND
REZDRVIEEMSX—ILHVEC
HBFCEDZERDIA=IHENTVD
JNVIDHRCEBIILENT S

10. /\VI>OEENRIRICEERDE

11. 7T -2 h&I5ES53

BEEHI-XT3

OO NOUL A WM&

%9~ 12(FN\NYIVAAED ST TEFL T 215

KUCADDPY—)LI-RE, BEZDBRVEDHEERSN TS

ahemhEd,
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EAVRESiEd

1292y A S DR
WebJ3OY— (15— hMeZkoR 92V T M) DRSS 14 2 FI AR ULRRTEMEIIL TETHED, R—LR—-ZZBIE T DL TUAINAITERET D
L=V UEE R

B A=NDRA T

BT A-NOFATENTVD TN ZEITUTUEIE . DAIIVAICREREE T BIENDDET . BFLTLFEOABE . ANIBIRVEG | SEDEHRNARKL
TOEW AANLCEDTEUA—IVNSEOXEENDT — AN FELTUFL HENMENL TVET . RBAIMXETEI TR, X ETThHEATER
SIEDEFTHEENMVETT,

BEFX=IDOHTMLRIYT b

BT A-NOFEAHPHTMLA-ILDIZE . IV ARXESNTUEITEN®DDET . HTMLA—ILEIR—LR—ZFEUALHEA TIMINAZRASETH
(CENTEEFT . CHIFADA=ILYITRNT HTMLX=)LOZA) T M BEIRICEITI DR EL RO TVDIHE . BFA-INZFRRUILIZITIAILAIC
R I 25 ENHDET

Y0095 L0FET
3170V hEDO0ffice7 U4r—3> (Word. Excel. PowerPoint. Access) OYIOHEERFIFU TRE I D91 TOIA AN HNFET
OOV ARERUIEI7AINZFRNTUEDE . DAMIILANEITEIN T, BCIBEREDEFNFHIEINET .

USBXEUNS DG
ZDIE1-ATIE USBXEVZIE1—-ACEVIAALIZII TEEMICTOI S ANEITEN A NAEEINTVET ., COMLEA#ZERUT.
JDE1-HCRBRETDINANBDFET .
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Cisco Secure Endpoint EIE1>Y—IUCT7IERAU. Ry hI=IhDUIDEELERIUIRIBICHD IR TDIRFKZSecure EndpointTIILAF+>%#EML T,
D1V A (TRRERL TORVDVERESRTEE L,
TEEMEZEENL T, BRABEESRVGS(LEIHESE THIN— M- ([CBRIVEDELZE,

XY T35
OMWHRD/NYI>DSecure EndpointT—>1> MC. [JILAF VY 1#RTUET,

QRAFVYINT T Uy DML AEMMRHESNUIS SR T 7Y T TRRENET . BR— Mz A—(SEFRL TIZEL,

Secure Endpoint:
» D
0] [ INZFT> ~ FAtA

Umbrella:
@ Umbrellsld 75« HRRET S,

L © e
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[T%ﬁﬂﬁ(:ﬁﬁon TROVINITTEAS AR THERW, ]

() Secure Endpoint 24 V2 ~—)L9 B3%E

p8-41%ZHECIZ& 0\,
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9-4. KYIVEBWEZEOTEFIVF(YIMEANBELEL

TEEFIEICWHEST, WROVINITIT %A DA M—=ILLTLIZELN,
BB EEIZHLWIDEI-4 (JNVIY) hS, WROYVI NI 72EIBRL TZE0,

() Secure Endpoint 24 V2 ~—)L9 B3%E

P8-41%SBBE,
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9-5. S{YIVEEETZDOT EF1UFT YT MEHLEL

TEFIECHREST, WROVINITTZA DA R=)LUTLIZEL,
BE.FEEIDZHVIDEI-F (NVIY) h5 [ROYIMITT7ZHIBRLU TUIZE,

(1) Secure Endpoint ZP VA1 V2 +—)LI Bk

p42-53%2ZBEEEL,
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Cisco Secure EndpointTl&. X I> 2> CEICBIEFE— RiERL. BETCEE T,

BTV I VDM Y —TER
OB =TS~ J&BBRUET . KUS——BENSZEORYS —ZERLET

il Secure Endpoint

= L3 x
-~
RY>—
B Fwral—F
o aAvEa—%
Uy—%. B £/-HGUIDTHRE Q |
4 L s [ BEEX: e )
ol My ¥—
INT @ Jos»KT7 & MAC A Linux & Android [0S B ®xwhT—%
ﬁﬂ I
& ARvh
o ESELT
E-1)
Nl a3 >
B# » 1@ Audit
P27 L7 > vO—k
a AFRTFOFIVA-F This policy puts the Secure Endpoint Connector in a mode that will only detect malicious files but not quarantine them. Malicious network traffic is also detected but not blocked.
I  EE I i0SM S Clarity DER
- BT U P& Audit
This policy puts the Secure Endpoint Connector in a mode that will only detect malicious files but not quarantine them. Malicious network traffic is also detected but not blocked.
do FE=Ev > AVEEOY R U —

| > A Audit

! This policy puts the Secure Endpoint Connector in a mode that will only detect malicious files but not quarantine them. Malicious network traffic is also detected but not blocked.
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QENENEMEFE-PZEETEFY, FIEET. MEITOv7 ITEEITEN INGDFIN . —EREIEOILIEA LIBIRTERVWE-RI'HDFT,
(B [I74) T3R5 - BEsE Dr)

< RUD—
R ¥—0iRESE

2= Windows

ZHl [ Audit ]

#%BE | This policy puts the Secure Endpoint Connector in a mode that will only detect

malicious files but not quarantine them. Malicious network traffic is also detected but/

E-RETVIY X
HIEE—FK

[ CNSDOBRET, BOLWIPAILERY NT—9 7T« EF « ICSecure Endpointh\iG & § % 5 iEn i i -
BRI - — Show policy guidance
ey °
0%y 770 ®
BROBZ 77N ERELETH, HOFI/ Va3V FERTLUERA.
P RT LA
Xy hT—T7 O
FINAL A
BROEH BEOBZRY NT—EFERELETH, HOTIY 3 VREFLI A,
FHlRGE BOBETITAET1DEDRE O

R

SYHLVIFOLSIBRTALRAERELEIN. OFI Y3 vERITLEE A,

VRATFLATOCRIRE O

BERARL—FT A VI IRTLTOCADBROHIHUSADAREEERELETH, D7 a3V FET
LEtA.

R7UTHEE O

BE BE i3y
BOHBAVYTIDRTENBRCRELE I tOFI2a v @BRITLEEA,

7

G
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TFIFIIRIRA> b

Cisco Secure Endpoint (Windows) (C[ERUS =TT >4 > XA R=JUBFIC)ISARD— RANDZBEL I RIA-—HICE TV A VA=V TERVLS(CHIPRZ

SIFBDTENFIRETT

IRIIMREDBIM KT HE LT DEITT A A N=IVEFT/ (AT — FO A D EEHRRENET .
BN EFIRERKIEZ SR,

(@

@ ® 0 0 @

@ 0

Cisco Secure Client - Cloud Management
1.0.4.447 | Cisco Systems, Inc. | 2025/03/10

Cisco Secure Endpoint
8.4.430419 | Cisco Systems, Inc. | 2025/03/10

Microsoft Edge
134.0.3124.51 | Microsoft Corporation | 2025/03/10

Zoom Workplace
6.3.11 (60501) | Zoom Communications, Inc. | 2025/03/10

RAYh
Microsoft Corporation | 2025/03/06

Microsoft Teams
Microsoft | 2025/03/05

Snipping Tool
Microsoft Corporation | 2025/03/05

AT4T FL-¥-
Microsoft Corporation | 2025/03/05

22.1 MB

ISAD—RIE HBTT,

Cisco Secure EndpointZ 7/ AL =)L E 3@ /A0 -BHFLBTT ., ROSAD-FEAHLTE
Ele [PUAVAN =WIEDYSDLT. PUAUAD —EREELET .

1RAD-FADHBRBVEEE. VAT ABEECHRNEHEEEN,

= ]

<BE3B) [7zi-mu]  #even |

5.61 MB

@ Cisco Secure Endpoint 724 YA R-Jb = X i
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PAIA VA R=)VED/INAD— 0Oy D%k

@®Secure EndpointEIEI>Y—-)ILERE. 0J12UET,
Secure EndpointEIEI1>Y—)l : https://console.apjc.amp.cisco.com

B AHevzah—Fk

o SEhLT
M m=
A G 5
nl AR

. PUbTLA78E

1 BB

o FE=>

eee. Secure Endpoint

A ) Sl
B

(E bl
B A5 2rIL S OET

Secure Endpoint IS ME A

| o Windows 90w P w T |

| & MacO=o&mty Ry |

A Linux JR2900 s 7w f

FEF—Y
TETFT—FEEALT. ERCTIL DD FICERLERENrSHBELET—FEI Y —ILCALTS
T &ICLER, Ciseo Secure EndpointidSHZHl S L TEES,. 7 EF—FEENCITSLE. O
wE1—9 &AL FiFSecure Endpoint 2 W —JLICIEN & L. TILII PR ENEAS0ER
FFwZaR—F, JF LSRR, FAARST IO, SEOBEER. BHBERE
IR FDMMFERBC AN TEET., TEF—FIEERICERPOSecure EndpointBRiEH S07—
BENFERFITLHTEETH, TET—FPRODTILIIPICRIEST (BXE) ff@Eod’
BN, BRICL O TEEROD-AL FIRAGCRISSTENET.

TET—FmHEENE

Z/-[dSecure Client
Cloud Management~ DS

FEIYEF1—#

WMIPRVSEF T > O— F&fljcPowershelPERE&EH L.F L= o5 2w 2L TPOFEEFRLE
T

Secure Endpointl@EBHFRET - 246, T-0— F2nEI<T FTPowershel EZTTIWMIZ O
A —H—E A (wmiprvse exe) EBE T 54, WannaMinelI R 2FLE2hET, TO-Fa2hic
A7 2 FHNEEEICESETTE. INFEEL T O EETLT, BERORSFIL I
HENE FRTENRLEICLET.

CozyDuke &I TPOFEERLET
FRASNEOLLEE/(AFTEHE FL—2 L., Py S RU—ACnCAmiBEE JOwSL., TE
A FOCEEML T2 SRSNEEH AT T,

Upatre —-F 92U eI TPDFEETLET

AEPI ¢ w IO SE TETOMSEETLET,

Plug CCoxESUwSLTPOFERETRLET

FILIT PR Fl—AL, TER > HOCEFERAL TSR SNEEHLASHSHEEEEL
=7,

CryptoWall —=F 9w 9L TPOFEETRLET

Secure EndpointhEE D LLWRLEEWL LET. Secure Malware AnalylicsTH > B w I 25 ER L
ToHADI PEBET S AEEHEELET.

ERSEORTASE I 7T Cos9 Uy L TPOFEERLET

TFIFIIRIRA> b
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PAIAIAL=)IBD/INRAD =0y DR7E GrE)

QEXZ1-RINSI B 1Z2JUvILET,
IS — 1727 )ILFET.

il Secure Endpoint ”

= =g X
55 Adyzah—R —
l g A aAvEa1-—4 | Ut | R T
o BERLA e II—F RiEFLADAT—FX
s 0 0ENEFE © 0NETh @ OENEREH

W U= —

BR&E sirer BB HICIEE @ ) R b
o ARYE ) 0/1 N 0/1
- )\ R = o/ bw A =5
ul  r > KA NI 7 A 7704 —)L

e © PONTLAo8E > RE

n oE Ox=I90F90— R

OS] FClarityDER]

.8 Protect

2o FERZ=> > EREoY<—

AVIEZEDHT U —
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9-7. PAYA YA MWD RAT—-ROYVI5ZE OARIIREDOBZE)

4/6

TF¥I7IVRRAL>

PAIAIAL=)IBD/INRAD =0y DR7E GrE)

@335k Secure Endpoint HFriE 925 —ThHMERLTLWRRIS —D&a1RIUYILET,

CZTIEFIEL T, [Protect IO —ZAEIEZ T DEDEL TaRFAZ K EITET .

RUS—

[#Us—%. 598, FracUDTHE |a]

INT @ UrRED @ MAC

A Linux @ Android [ i0S B RvhkDJ—2

4

& ~

= Audit
This policy puts the Secure Endpoint Connector in a mode that will only detect malicious files but not quarantine them. Malicious network ...

& Audit

This policy puts the Secure Endpoint Connector in a mode that will only detect malicious files but not quarantine them. Malicious network ...

A Audit

This policy puts the Secure Endpoint Connector in a mode that will only detect malicious files but not quarantine them. Malicious network ...

0 Audit

This policy puts Clarity in a mode that will log and alert on convictions but not block traffic.

= Default Network
At nEEA

28] Domain Controller

This is a lightweight policy for use on Active Directory Domain Controllers.

=)

4

>

>

>

d policy for the Secure Endpoint Connector that will quarantine malicious files and block malicious network connections.

# Protect

This is the standard policy for the Secure Endpoint Connector that will quarantine malicious files and block malicious network connections.

& Protect

This is the standard policy for the Secure Endpoint Connector that will quarantine malicious files and block malicious network connections.

A Protect
This is the standard policy for the Secure Endpoint Connector that will quarantine malicious files and block malicious network connections.
A Protect

1AEDEEDI~14 N

Q© INTOEEDTR | + HILLVRUS— v

EEH

2025-02-10 10:45:05 JST

2025-02-10 10:45:09 JST

2025-02-10 10:45:10 JST

2025-02-10 10:45:12 JST

2025-02-10 10:45:13 JST

2025-02-10 10:45:08 JST

2025-03-11 12:14:28 JST

2025-02-10 10:45:08 JST

2025-02-10 10:45:09 JST

2025-02-10 10:45:11 JST

2025-02-10 10:45:12 ST

@ HREER
IN—7  aEa-¥
1 0
3 0
4 0
4 0
5 0
1 0
1 1
S 0
1 0
1 0
1 (0]
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PAIAIAL=)IBD/INRAD =0y DR7E GrE)

OIFFHIEIE | — I'EERE 12Uy ILET .
O IRIHREOEMENTTFIVIZANT, [IRIHMRED/ AT —RICT AV AN=)VEHCA D AR R D — R ELE T,
OMRIF1ZTIYT e

RUS—DiRE

=2 Windows

E2TT ‘ Protect ‘

48R | This is the standard policy for the Secure Endpoint Connector that will quarantine

malicious files and block malicious network connections.

E—REIDVTD
et B R hTI-Y—-2%XETD O

- TFAIINEBE)NABREEETD O

TefEDIIHZ Y J\— P — RS [ 155 v] o

Jo% SxoeOILAIL [ STl v]ﬁ
6 LA Ol [ FIALR VIO

KRNI ZATIA—I

PRI LA S Qo sREDEME @

/A 2508 [j*b@ﬁ%@) RI—E [ srrsssnessnennnns o ]

HROBH

OSvS g ToES 7Y IO0-R 6
S
TERRE

DSAP A=A 2P =TT AR

ARV RSAFvIFv @

ORU RS> 07 @

TPAIETOCRDAFv>
Cache

I RRAS hobmgE
Orbital

T

TETRA

N

R >
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PAIAIRAR=)VEDO/NRAD— 0y D37 HHE)
@WREENRRENBIHHTIZIYIL, BEET T UET.

Confirm Save

The following settings are set to audit mode:

o TOXT0OA BBALE - AU

Audit mode reports on malicious activity but does not take any other actions to protect the

endpoint.

(] Don't warn me again Cancel T
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[Cisco Secure Endpoint T(&. 71D/ \ws1fE (SHA256) &I, J74( )% Malicious/Unknown/Clean L¥IELTWET . UHULRHS, EBEEED“\

IFRROAETEUSU T, IIITIT7TRVLWEEZBN3T71 LM Cisco Secure Endpoint TER4&ANELT Malicious ¥IEENTLWSS —X (False
Positive) (FHHICCEWVET,

Fle, WS, TINA AN S TN ERUVEMEZL TWSI71/)LA Clean/Unknown EHITEESN. WILDI7%ELTLUEST —X (False Negative) & X5

N, CE5EBZRRICTHIMNEELWIBEN TS VET , 2OV 0IZA(C, [AH(C Malware THdH ? 1zHIRr9 21z 4#te LT, Cisco Secure
Gndpoint BIEIY—-)UIEH>TULS Sandbox ¥EEE (J71IVDHT) Z{ES e D hIERE(ICERTY .

J

7 )V D ORI

J71IV3HT (&, Sandbox _ED/\&RimER L TEERIC, #&A%ZEITL. TOEEEEHER. Lik—MEE5(C. BEUREE
FOMGIEE/EREE (LU TR ET 28, BERN Malware ThHah R 3o IEEICBIRY-ILTI,
I74 DM ORBEARNMERTEECisco Secure Endpoint BRI Y —IL EQSOEIZEI7IL7YIO— RICR
NFET . U TFFIEZFRAVLE T,

@Cisco Secure Endpoint EEI>Y—IUCTHM> TJ7AIVDAT AT7IEAL. T7AIVDEE NTIEAL.
T7AIVDEE 20w ILFET,

= 7 A ISR

85 Hyzam—F Jrl PO ULIrL @ | SHA2SE. TP ILE. P F—O— FTHE. |Q |:. 57 - LI | E’F'
S BEMA

B e FETRTEIF AR DDERA

e 1>h

il M >
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I 7 AV ORERE (OO

QI7AINDIXLE THHRERDI7AIVZEIRL. E1795 0S O Image Z3&EIRU. Upload ZE17LE 9.

7 ILathDIz s xS X

OIS I FCILESY—N—CEZELLDIELTVET,. SRFRT IS4, BFA-ILT
#Hll2nET. IJFOIILFYIO-FOERIZ20METT

Hil— FERTWLWa D719 -
EXE. .OLL. .JAR. .SWF. PDF. .RTF. .DOCI{X). XLS(X). PPT(X). .ZIP. VBMW. .SEP

& FIFRTRELLIE(ES: 200 18857 DR, 200 B D
( )

EETSIF-MIL: | malware.exg| iy |

SHRRDVMAT A — | Windows 7 x64 v |

\
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I P AI)IBMORAEGE (ODE)

TFIFIIRIRA> b

QD FDIRILS DT > TP/ IV 3HT THEEERIEET T . DHTH'5e TI3HFT Pending ERFRSNTHOEIN, —E

BFfE (50F2E) MBI 3L, Report LI T 0D, RerdnEd,

malware.exe ( 6367¢965f... feed6990 )

@Report 27Uy 3L RITHEROFMERDLR— MFTREINET,

2017-10-25 05:11:32 UTC

Report | 100

I550HITIE TOR OJ—RIXFLT DNS OEBIFRZFEITUTVDIENS. BUMERET Malware THaEHIEL

TOWBTENHERRTEET,

Behavioral Indicators

© Posential TOR Connection Seventy: 100  CoaNdence: 100
A DNS 1oquest was made for 2 patential TOR node The Categories netwerk
Onion Router (TOR) I$ 3 webd andaymily sendce. TOR uses 3 Tags nrebacdc ans, 10utng, obfusCation

$05%35 of roUiing 00des 13 unnel of wrap radhe 10 hide ks
SOPINS Of GOSINNNON MW ORen Utes TOR 10 hinder
fracking and takedown of their command and conteal
COMMENICINinNg

Query ID Query Data
3 2SNSQQRUAIMP) 2Wed 20
2 A5G UIIMpY 2D 20g
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I 7 AV ORI (ODE)

OBEMAKNRFTRENTVBAEEL T, Severity NMERE THD. Confidential (&, 2D AR MNUEFELRZEH T
HINDEEWVNERDET, Confidentiality hMEV\ZE) (Behavioral Indicators) (IARFENMRIBEIER THDIEWDTL(C

R0FEI,

Sandbox THRAZFEITUIAER. SIS TEARL BREH(TFU T, Severity & Confidential ZENIEHETZHDD
BRAEZ100TE > cbDZmEELTERRESETHED. COBITIEAERE 100 (HUTEFEES 100 BDOT. 10052
(RER) EVOSBRLRICRD, (FE VLTIV THEEEVHARO, EVOHZTRENHRET,
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RN /ZED LW DI P21 I)VE I 2 A )LD NEDIIE

Secure EndpointlcdoT. iR LT ¥ILI17DI7A I HTREESN TUEIIZE. Rt Ir/ U benc
REETREFINTUVBIY., THFERNS T EEEL T, Cisco Secure Endpoint&EIEI>Y—)L M 7vJIO0—-RI 20
(IARTIREERDET (BEFRICEX(E—BUARNZTNEEIEETI N, ENTEIBUBZENHFT) . F. IRIC WILIIY
DIBIRIREBOIH —NENSRARZEUS TEEL T, YIVIIT ZIEIE. EHiHKRCHIDDO—RIBIE(IBIRAME.
O trF1)7RNS — EIFEUCRVMEENTEVET,

ZDIHZE. IHARIMDOI7AIILDOUNE (Remote File Fetch)#aexE>TIHERNSUE—NTIPAIVERISL. €N%Z J7
AWBHCT7YITO-RIBHEENBRTY . AETIE. DBLPAAR N TNAZRSSTININSOD, #RAED UE-RT
DES. LU Sandbox NBENXEZ1TO/EZRAVLET .

DA b &b, Malicious BI7AILEL TIRARNSFREESNT AR> b OFHIEREZRRL. DT ONIZHHDLZ

=5
ﬁﬁn,ubi?o
¥  Demo_AMP_Threat_Audit ekjrngjker.exe ™ W32 File. MalParent > L T LZL0C
T 1 LD & T W32 File.MalParent
25 Ol " TADDOZ: Execulion TAOUTT: Command and Conlrol  TADDAZ- Res
MITRE | ATT&CK'
b =il T105: Ingress Tool Transfer T1204: User Execulion  T1204.003:
Do e i— 0 e - (SHA-256) Th13800d9. di52 3567
FTFTIE Tekjmgjker.axe
i [P g Clakjrngjkerexe
FFTIATE 382 ME
4 {EFAARELEESHA) D 7T IL BN EDE T AL
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Bt =N /ZED LW I P 1)L P 1 )VDANKXDITE (DDE)

QD 20T TP DITOIZHDIERR (EQIRAKRNST7 I ZHUS T 20N EOFEFED OS TEITI2DON) =
ABUT, BEUTHIROIHIOEE 279 ILET .

J7-ILOEETI > Ea—SMiER X

FF-ILE  Unknown

SHA-256 b1380fd9..dl523867

JxE1—9FRRALET | Dema_AMP_Threat_sudit - (77 V|

SHREROVMA A —= | Windows 7 x64 v|

A ES FaniI7-LICE. BEA0TATOOI—HF 77 TILaS
—TIpSFIEITEET.

CNUCED. TP IVIEBEEICIRERNSUNESN., TRIEHIC. TPAIDHT (C7yTO—REN. Sandbox (CEB DR
ZMESRIBENBIRET T,

IHANSDOI7AILDYNEE (Remote File Fetch) &. Sandbox TOEITIFEIDIZS., A < BFRINNNDE T, $FIC. I
R R —D(ZHEHRL TOWRWWIAZ T TRIRO TP IIVDIES LSRR VGENTEVET,
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TFIFIIRIRA> b

fERtcNIC/ D ULWNDI PV D P L IVDANEDTE (ODDE)

QFfz. FREEEN TEVWEKTE, OULLIFAID TINAZANSTIIN) EICHDIHEIC. BIEEEENEUSIILE
BV EE. TINAARNSSIINIENS D7/ VOB (T I35 R APYIO—RIBENBIEETT,
FTIAZANIZ TN O TFAIIELIE )\ 21iBZEGDWIUT 74 IVOEE > J74ILOEE (Fetch File) %

ESEIVET
Demo_AMP_

b1380fd 523967

W EE RS
7 I Unknown

VirusTotallCEFENTLVELIF 1L

)

Q FIAARTE
VirusTatal
v SHA-256MTE— 2 7 LA AT—42A: Requested
24 25 = 4 5 5] 7
Feb RESHA-2560E T sy [P »| [P 7-TILDERF (Feleh File) ] ]
CPR SOwaanErFfUs—saz || FIFAILURS FUTES
0:00 1 ph | i el A 7 G ]
Mar 25
27 IS >
PSP Sy T y
JOowaEnzrFfs—az ?
FaanEF Uy —saz >
B
7L IEFY s

N WAkt

rundli32.exe [PE]

mobsyn
svchos

C.eX

e [PE]
t.exe [PE]
[PE]

sudiodg.exe
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Rt NI /ZED LW DI P AIVED P A IVDNEXDTE (DDE)

@ BUSULIZI7UETrA L (CBEN TR ESNRVD. —ERRIRARIC. D47 -> Jr/VIRT N TS
J7AVH Py T O— ReENTzCe = R 1 Z0Uv7 9N, Sandbox TR IBIENBIRETY

Sl 2o quE e ) _
F7AIVURS U L O TATOZEOER
wE | SHA-2SBERE D71 ILETEE | Q, | FF | FAT v | - | TATOIIN—F - |
All Available Requested Being Processed Failed Rejected

I
FFA N AT—HA VoI A HERRE B¢ Fa23%
¥  3372cledabd683711e973164a2d7 26c5c5e17bebBABB2EcedTeAdice234a370 EREHQ EWEENTLEF..  2025-03-25 19:36:55 JST
FOITA I
I 2H—F) 2 MSHA-256) 3372¢ed..¢234a370
TP IS 284 KB
w3 —4= Demo_TeslaCrypl
QO EEOFER

(o] [Jp 7o | [ ]

RECEERSRTIN. T4V BARE. ZERREFREI 25 TE I D EEHDERAN. mERNMSDT71 ILDUNE
(Remote File Fetch)%3E179 3cs(c(S. _ERBE‘?M&”iﬁxﬂk@%%\%b‘@bi@“@( HONMUBHTFRTETZEN,
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EITHEEDENET D 2 (VEBBNICD » 1 ILDANEDITE

Cisco Secure Endpoint Tld. EILEVE EMF(ENDHEEEN'DD. HAMEEDTF THEDEITEINTORVI 7 I
Malware OSELN'HREVSEZDOBE, #BfD (Business) O—DDifHAR CUNEITENTOWRWIZAILZUZRNYT
U BEITEUT, I7AIVBNEFESEBENTTRET T ILEUE (& TIANETETIE. EZEHI7MIVNUZ NPvTEn
BIEITHD. TPAIVDHT (OGXRFEERHICE, ERENBEERDE T,

O > LBUE (CFPITERATBE. B0 TLDOIHR CUNETEINTUORWVWIFAILIIZ NPy TSN TRRESNE

9,
EalE
| | MAC | Linux | | £ EWHRORT
B 25791112 deddbE03 388 Demo_Command_Line_Arguments_Meterpreter T 2025-03-25 19:21:06 J5T
B eba241a9.35febB3a (188 Demo_Command_Line_Arguments_Meterpreter T 2025-03-25 19:21:03 ST
B 20fb0ce. 19810 (388 Demo_Command_Line_Arguments_Meterpreter T@mds.. 2025-03-25 19:21:03 J5T
P (396dcd3..d5ec7I30 (388 Demo_Command_Line_Arguments_Meterpreter TaD... 2025-03-25 19:21:03 JST

P Occ2c9e?..DeSGe32b (188 Demo_Command_Line_Arguments_Meterprater T0... 2025-03-25 19:20:52 JST
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ETHEEDIEWNWET I 2 I)LZBERNIC D 7 1 IILDANEXDDZE (DD

QFET. BITANODHEIIIFTBE AR~ OBEEERULS(CSandboxA\7yT0—RFBZENTIFETT
SEIE, BENICEMIIFHEZITVEIDT, ILEUE OR—2 LEHCHD BEDHTORIE ZaELFT .

/N 5

| MAC | Linux

[| 1} BT |]

QBB O RERZIHANFIETD JIL—T ZIEEL.
B 27Uy, EITHEERVI7MILZzEE#R(C
Sandbox BHTICMNIBENTIEET T,

« ED

BEDTERE

CHICED. FIL—J O & OEREOETERE D 7 TILCHT BN EMIE 0 E
7.

IN—THERRENTVESA v

O Demain Controller

O Protect
O Server

O Triage
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=1

THREDEVNET DI 7L Z2BEBNICD » A I)IVDINEDHE (ODE)

CEBDHEBEDERREL TI2mdDF T,

1BICEITEIBER TP OEETAI> MUSBINENAEICRDET 26, #Z< TN PvI0—- RENBRETEHER
METT,

FEEECEER. ILBUE NoD BENMDTE. mARMSDI 7 ILDOUNE (Remote File Fetch)zE4793/c6b. —EPEEREE2BRD
(CTBMEBNHNFT , BRI TORWMEE(E. 4T NI E BEIDHT RIVHTL— 7%3*1(5%(3&@/@(\ SEYS
PigEE, BAIGEEZOFEVLET .

2]

o

. PUbTLA78E >

* Secure Endpoint Secure Malware Analytics API

AP F— | 5751 )L hOAPIF— ﬁ | L7
Fysaii—k

2EHLA

=i

FEI>

J—H—&
S —

IBIFD APIE— e F 1= a1 L) 173_;_-_.1-”‘, |-_r
AmoiE v
APIOA -1 ER
EEng
TE EWHTAOBIREE (] 80% (160 / 200

SiFRICEHZEE E| B epERi s 200 1HEB N xS
ARV A — 25 | Windows 7 =84 il |
EEmEOEN

TFIFIIRIRA> b
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27 BRI - 7TV —2a  REN - BRBESN TUEL ZEFRCHENBIBES . BIDREDNLL T, MROFEITI7( ) ZSecure EnpointDIRE
TTRNMSBRING DL, FFATUANRT A NUZ NANBERW K ENTENWET,

1. ITICETE EBRITAI - 7TVT =23 M8 - fEsteN CLEoiga

OREULRBVITIUBRRENFRE UMK ZERUE T, BIE > D149 ZBERULOS. MWROmMKZERL THTE,

85 Fuzam-—g l I
avEa—F '
‘5 ZERLA =7

Y y—
B == >
Bt
e v
- - FIA AW
2
|1
“ PORTLAoEE > s soFeYO—F
l oy == i0SE Clarity D&
EMoYTU—
&0 7K AERDY

QimAKIEHREZEBFIDE. T/AZARSTTINEVIUSINFTRENBD T, ENZIIWILET,

¥ =8 Y)—7 "Audit, AdDemo_SFEicar

KA Demo_SFEicar TN—7 Audit

ARL—F 1 v VAT

N 7 7 ¥ Windows 10 (£JL K 190431266) HMz— Audit

aAxTFI—Vav T 84430419 + #o>O0—-NFURLEERTS AP 63.85183.224

A +—ILB 2025-02-03 00:37:39 UTC SEIP 222176.197.7

aAxXZ FOGUID 36b6891b-e248-4462-8dcB-7f2eff09f190 mETOREOR 2025-03-05 00:37:39 UTC
ZOoEviiD 51034db97262e8f BPE&/(—J3> 9 %L

BPERAOBEE =l Cisco Secure ClientID %=L

LRGeS Il

Q AFr .. & FI—T~DBH... w HIE
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1. ITICEE LB RITAI - 7TIT =23 M85 - fEsten CLEoige (D0&)

QX YiHER TO R TIMIBIRNRREINGCS, SFlSNze7 VT —2a (LB RUEW I/ IV a8 ILET,
XARREIX MOFITIE. AcroRd32exez RO I7AIILEIBTEL TERIRUET,

2 b 14 10 1o 1/ 18 1Y 20 ZI
Feb |®%

SE2ESHA-256 DR

0:00 | 7 7 A LR 7 8 @ 10 M1 12 13

Mar 4
F7ANLZIIRY

7 74 LIS >
4 Mar 5

vy 7 >

00:00
00:L0
00:20
00:€0

JOvoEher7 7V g—va> >

FrlEhic P AU r—vax> 2 Allowed Application List

FIILERY B3 FLWUR hDFER
eicar.
i &
—®
ACTORd| ez

e

130d6864a..1779 .. [PE]

aadiccel...876... [TXT]

@Y IAZ1-h'FRRENBAllowed Application List Z&IRUFET . LmhFRRmEN TONIEEFAIUAN RO MAR) AOEFENT T T,

| v /llowed Application List 1
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2. FICA&A] - PRBEnFEAELTHS T FRICETAIVA PRI MANCEFRULWGS

@Cisco Secure EnpointBI2I>Y—)UCOTA>U. PIONIUADHIGE > SFe]ene7 o -3z @R0 TUEEL,

VER SN TWREFRISNE T ) —23> (BUTFOFITIZAllowed Application List) B&RRSNEFI DT, RENY>ZIFI L, BIEARIC

BINDT1> RINTRRENET

il Secure Endpoint

= s A AV e/ | X
B2 Yyvak—K .
o HENA Simple
Advanced
() e
Android
2 1~xvh
FIVr—vavii
L 4 IOy IENEFTUT—ay
> PIRTLAHE I%‘Fﬂéhfc??")&'—*‘/a‘/ «I

YER

Allowed Application List

OED7 7 Masashi lkuse  2025-02-17 06:29:20 UTCIc & > TIERE S hE L
R Y—TERSNTWS: 18 Audit, @ Audit, & Audit, 38 Domain Controller, 28 Protect,
®& Protect, ) Protect, 2@ Server, & Triage, & Triage

FIL—FTEREI N TWS: Audit, docopura, Domain Controller, Protect, Server, Triage

O ZEEORR

TFIFIIRIRA> b

184



9-9, 771 )LIREE BRI T H oD THRIELEWN 4/4

QFIARA - FREENFEAEL THH Y . FHIICFFRIYRAMIRIA MM ICETFRULWES

QZZC AEBDTFAIL(BULIETFAIVI\YS HB) 2 BIIU TUVKCENTEET,

[ Allowed Application List ‘ A ]

SHA-256mEM 7707y 7O—kK

SHA-256Dty b7y FO—K

UANCEMT 277 ILE7 Yy 70— RULET(LRIZ20 MB)

|774n BIREhTWE 770G | 2R I
2 | )

gFFEhTWB 7710
ZDYARCZFAILDBINEhTWERA

@R NERE, BIEANTVSIPAIEMENL TOEONHERTEET . BLETHRIPIOHFIZMOBIRIET T TT.

1351

Allowed Application List
BD7 7L Masashi Ikuse » 2025-02-17 06:29:20 UTClc &> THREhE U

MU S—TCERIhTLS: 3| Audit, @ Audit, & Audit, 38 Domain Controller, 3% Protect,
& Protect, & Protect, 38 Server, 5& Triage, & Triage
FI—FTEREThTW3: Audit, docopura, Domain Controller, Protect, Server, Triage

O TEDET
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[%?%LLZ\%U?T’*( T TV =232 &R - PRt TUEFRL EHB(CEZENBI N IIVCEREINIZEORDREDRLLL T MROEITI7A )lz’i@f_c]
FBITENTENET,

[RRt=NIZ D 7 1 I)LDEITIIE

@Cisco Secure EndpointBI2I>Y—)UCOJ 1> LU T OEHEICTIRBESNcANY MIRLE T .
XANIN OFTED, T4IE > ANRINIALT [PREtSNIcBR TIILILET

IRV b

Y715 (#R) O

ARYNZALT [ +

ToTToTT THC T o-

7INY | snmns YA LT

PRI | Rl T—5 X

PRt oD SRR

fREE S nIcEEAETSNELUE
> Demo_Qak _
R DETICABULELL

> Demo_QaK REEtOEANERShELE

fEREY VT A MDEEICKRBULE LR
» Demo_Upa
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fREtSNIEI 7 DIETTTE (DDOF)

Q2B ORRBEI 7279 IU. [ T7A IV EIETT IDINI> %7 I ILET

¥ Demo_Qakbot_3/'QuotaGroup.exe’ W32.E4FC. . & I8 e B3 (Successful) 2025-03-04 09:18:05 UTC
774 Lot i Y W32.E4FCCBFAB9-95.SBX.TG
1xH S ORE 74 v H—7U > h(SHA-256) Tedfcebfa...02330014
axvk ZFAIA Y QuotaGroup.exe
Z7AIINA C:\Users\johndoe\AppData\Local\QuotaGroup\QuotaGroup.exe
ZFAINHAR 197 KB
# (EFRTTREMREBISHA/ 7 7 L&D B D A,

[ o o 20 oo k25— 5 20mR { BEEnEFFU S-S 2V CBILET | P 77ALRSYz IRy

[ L TP EET ‘ L IRTOIVE 1% |

QOZEEHEENTRREINEI O THERD L. [1E5T IONI> 279 ILET

77 AILEE'T

chickh, BROBZ7 7 MLAETT BAMERSBEDET. COREShE7 7 M LOBETERTL
£FIH?

Frotl #T

@I RDIHKRICT, FRptSNIc I/ IV hMETT SN ENERR TENIET T T,
T7AIDETTICKET BLSTHNIE. FT(EUA T OmZHESRIZE,

s WROTHRNMNER(CEEILTLDIE

o JROIFERICTSecure Enpointh IEFE(CEMEL TWBTE
FERICAERENRINE. OR—MEOCSEVEHECIZE0,

TFIFIIRIRA> b
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TFIFIIRIRA> b

LT OER(CELD. PCOBMENE R I LSRR RIGENHNFT,
I7LIHKRE(CFIETDLOIRBT LI NZZIFY U TUEL IimERDOUY —X(CPU/ABVE)NARESHEINTLS
W7 FIINARBREDFRENFEELTLFOTLS

XYALFT A

@®Cisco Secure EndpointEIEI1>Y-)UICOTAL. BIE > BRIMVIEIRL TTEE0,

il Secure Endpoint

Fyaik—K

BEMT

=

ARV b

Akl >

FINT Lol >

B

FrREY >

- X

AvEa—%
TI—7

Ry —

BRét v

TINA Z

;30
ARIIDYIrO—R
iOSFFClarity D E 5
BREOYTY—

AVEZEDT YU —
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XUALFTE (DDE)
QMAD—BHRTINETDOT, LUFOFIETIHHROMINY N EIERLET

[+FARBRIMEY .. 1 ZDIILET , [ REODEIR INSHROOSTEIRLE T . (AHA RTEHIELTWindowsziEiR)

ERH @ Q@ INTOEBOER
=5 SRITHRLTUSRARE | @
[ Bshtzy b, JCR, ET. BEE. HicESHA-256 TR \il

IRTORS Windows MAC Linux + #AERAE Y b 8

FTEBRAE Y b
€
OFERZIIYILE T
RBRAEY b
RIS BFMERIEE | Windows v
E
E=ETLY lh 1]
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< Exclusions

MMEENE Y b

2= Windows

9-11. )NV OEENECBORLIICEUS 3/6
XYILTIE (DDE)
DEBOLEEANLET.

%m[

-+%ﬂ&£m][s§&®%%wﬁmm]

| 51 70mR

v

5]

O A1 TDEIR NS I RIBIRUE T,
XA5lELTIC: ¥AMP Test¥to be excludedJEWSTINR 1&BRAN T 28 EZIENIU TCHET .

BR

AV S

7 7 IARRF
TALIRA—R
EITAIREZ 7 AL

[o]o}

Z7OtR
T7AINAF v
BROBBFITETy
YAFLZOER
EERE

TF1PIVRRAOM
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9-11. J\YIYDEMEHESROIELIICREUS 4/6
XYLFTE (ODDE)

®/CADIEEIC"C: ¥AMP Test¥to be excluded"z AU, REFELET,

¢ Exclusions

MRERAEY b

&2 Windows

E2) lAMP

+ movzien | | @ momsoen.. |

[ AV S ~ | C:\AMP Test\to be excluded

DIERRUIL )\ ZANRRENE T

AMP

5= AMP

[

JVA  C:\AMP Test\to be excluded

O ZEFEOFRK ZFEH 2025-03-07 15:51:45 UTC

MEDRRS a0 0o

JI -7 TR

HL

RY>—TEH

24V

BT

TF1PIVRRAOM
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XYUFTE (ODDE)

@RIC. BIE > NU>— ZBEIRLET,

9-11. NV DOEMENESR O LSICIRUS 5/6

csco. Secure Endpoint

do

HFyal—k

BEMLT

n=

ARV h

S >

PO LA 7@ >

PEXy >

@ZHDIfAR(CEAENTVWAN)S —ZERLET .

XA5lELTWindowsOSTHIAAF DR —[ Protect | TRRAMEETEINUTHET

MU —

| muz—&. =8, FEECUDTER

FAT W TrF7 & MAC

Al
P = Audit

» = Domain Controller

» == Protect

A Linux

* Android

aAvEa—%

I —F

A=

BRo4

T A

4]
AxZIOFIO-K
iOS[ES Clarity D
BADYT)—

AVEEODHT—

O TATOEEOET | + FLLAZ— ~ |

oios = Fwko—2

~

E¥EH

2025-03-23 11:40:15 J5T

2025-03-25 11:40:16 J5T

2025-03-25 11:46:08 J5T

@ wEEER

SI—= dxEax—%

1 16
1 9]
1 8

TFIFIIRIRA> b
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9-11. XYIVOBENE RO &SICHEUS 6/6

XYUFTE (ODDE)

[BRGY ] 20990, THASLBRINERTE IO ROYTIITNS, YERRUIBRINEEZIRL TRIFLE D .
RUS—DiRE

Il Windows
A | Pratect |
a8 | This is the standard policy for the Secure Endpoint Connector that will quarantine
malicious files and block malicious netwark connections. %
E—RETF -
SRITHBLTUWIERATE @
— TPassword AR E] A
Alliris by Symantec AR E
Appsense GEDRE IE
T T L SHE
Arctic Wolf Metworks Agent GEDRE E
FIA RS Alera Agent ARt E]
HEOEH AVAST a@oRst x|
M Avira MR E]
Azure DevOps TR E]
Bitdefender sEmE [x]
Cisco AnyConnect VPN AEDRES E]
Cisca Webeax 14 ERmEETt E]
Citrix AppDNA HEDRES E]
Citrix Cloud Connector IfE DR E]
Citrix EdgeSight Sarver SfEDRES E]
Citrix ICA Client TR E] v
A5 LERSETE

HWHBRENELE v

vEOET ]

. BEFoEfEIEERELET.
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TFIFIIRIRA> b

Cisco Secure Endpoint (Windows) T(&. RUS—T##EAD USB /{1 X (Windows R—=%TIL5 /{1 X (WPD) %#E53) DERIRRZFRRUTH
fHFTBENAIRET T,

r

A

T/ ARFIHOFREZTBE T/NARZZEVEBRCU T IS - H3L5ICRDET,

X I7—1BH1%ZIBNEIMNE. FIE@DI I FhA > M 1—HIGEEN  TIEIRVEEITE T,
BARRESTEFIELRIEZ SIS0,

) PC ®

+
. &« - 4 b4 o > pPC >
€ Cisco Secure Client X S X o ) N BREZ « ST EE . ees
Secure Endpoint > B 0s() v TIAAL 1T
BUFFALO USB Flash Disk USB Device/\(D) > e UL—(TIL T2 (D9 BR | SRS IETEREA |
TIMA7 72 AN IOy snE L _
> & Google Drive (G) ° Di¥ CFUATEE A,
A

> = UL FART (D)
S E ST

P INETENELE.

X 7D

. 2E0EE 1 E0EBZEER

o X

a
(B =&
=0
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ol
cisco

7/ N\ ZAHHETSE

@®Secure EndpointEIEI>Y—-)ILERE. 0J12UET,
Secure EndpointEIEI1>Y—)l : https://console.apjc.amp.cisco.com

Secure Endpoint

Huirafi—F

BEFLT

BnE

T L1258

3

.
o
m
v

9) MDA b

Scan Completed, No Detections
Scan Started

Component Dewnload Failure
Component Download Failure

Component Download Failure

> = mAOEEOY
sso_logi  Usel
n

ss0_Jogi  Use
n

create  Computer

update Webh:
on

‘WebhookSubs

A scan has completed without detecting anything malicious.
An agent has started scanning.

Component download failed

Component download failed

Component download failed

dokopura_msspl3@west.ntt.cojp

dokopura_msspl2@west.ntt.co.jp

ODS-NewZerol

a82f10dc-dded-44d4-83bb-edb47a884d84-posaas-h
ook

update  Webhook::WebhookSubscripti  605¢29be-3178-43b3-878d-blea7879f2e0-posaas-h

on

Protect

Default Network
Protect

Audit

$# BEQTRYS—
a
a
d
0
A

Protect

@ F1t»AEH

ook

2025-06-11 01:55:02 UTC
2025-02-10 01:35:18 UTC
2025-02-10 01:35:18 UTC
2025-02-10 01:35:17 UTC
2025-02-10 01:35:17 UTC

2025-07-01 06:38:34 UTC
2025-07-01 06:36:53 UTC
2025-07-01 06:14:24 UTC
2025-07-01 06:14:18 UTC
2025-07-01 06:14:18 UTC

2025-07-02 07:37:12 UTC

2025-07-02 05:23:18 UTC

2025-07-01 02:14:15 UTC
2025-06-28 10:55:45 UTC

2025-06-28 03:41:07 UTC

H BiEoarEa—-4
os n—-va>v
o Windows 11, SP 0.0 8.4.5.30483
o8 Windows 11, SP 0.0 8.4.4.30419-DEPRECATED
# mac0s 15.5.0 1.26.0.1010

m2 &1 N0 [0 @0 80

BAOTI LT LT 7@ -
ZFTILUALR Simple Custom Detection List

BEAtEw - TEST

U FIus—vay

FFUr—ayHRomnEEA

TA S
ODS-NewZerol

ODS-NewZero2
ODS-NewZero5dMMacBook Air

2025-02-10 01:35:15 UTC

2025-06-06 07:30:34 UTC

TFIFIIRIRA> b

ECTFERNTT..

ODSHIRIEERE

=7

Protect

Protect

Protect

v
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TFIFIIRIRA> b

9-12. FI\A AHliHF5E 3/16

T/ N\ ZHEFIE (HeE)

QEXZ1-WINSI B 127UvILET,
I F /A X 1270 ILET

ECTSEENTT..

o q
ciseo. Secure Endpoint * ODSHRIERS

= =g X
B Hyaf-F .
YEa— .
E A0 YEa—4
BEFLT =7 -
= as completed without detecting anything malicious.  2025-07-01 06:38:34 UTC 0s n—sax TAE FI—F
p— - ! has started scanning. 2025-07-01 06:36:53 UTC [ ICOREECE U, 17010 SRR YEs I
. [————— e ¥ Windows 11, 5P 0.0 8.4.4.30419-DEPRECATED 0ODS-NewZero2 Protect
D axvh B ¢ download fallad 2025-07-01 06:14-18 UTC & macOS 1550 1.26.01010 0ODS-NewZero5@®MacBook Alr Protect
TN ZEE 2 1 A0 Qo 0 &0
ent download failed 2025-07-01 06:14:18 UTC = b b u #
nl s >
EH
. TIRILAo%E 2 ARTAEOETO—F - itoldyl A VE £/0 1 LV e g
[e— i0SE Clarity DS A3@west.ntt.cojp 2025-07-03 00:33:30 UTC IPIAURL Simple Custom Detection List 2025-02-10 01:35:15 UTC
) — A3@west.nt.cojp 2025-07-02 09:56:11 UTC Boit o - TesT 2025-06-06 07:30:34 UTC
A3@west.ntt.cojp 2025-07-02 09:50:44 UTC
o= e )—
do TE=Y > AVEEOT Y 12@west.ntlcojp 2025-07-02 08:29:02 UTC
A3@west.ntt.cojp 2025-07-02 08:15:44 UTC

U FIUT=ay

2025-06-11 01:55:02 UTC FFVr—3»hRIMDEFA

2025-02-10 01:35:18 UTC
2025-02-10 01:35:18 UTC
2025-02-10 01:35:17 UTC
2025-02-10 01:35:17 UTC
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T/ N\ ZHEFIE (HeE)
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